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Security 

Our OS and RA services all begin and end 

with  

security 

 
Individuals and companies have to be sure 

that information about them is safe in the 

hands of our buro! 

 



A system that can garantee for 100% that 

no detail of a person of business can be 

revealed at any time, doesn’t exist! 

 

It is possible however to diminish the risk 

of revealing to an acceptable risk level. 

 

Imago, reputation is more important than 

law and punishment. 

 

And then there is ‘trust’. 

If you don’t trust the researchers you 

should stop the service. 

 



A whole structure of security 

1. The law: Article 41 of the CBS-law of 2004 

2. Only researchers of universities, official Planburo’s 
and researchinstitutes with a CCS-permit 

3. A projectproposal 

4. An intake: permission and advice about data 

5. A CBS-contract with the researchinstitute 

6. A security declaration of each researcher (also 
signed by dean or director faculty) 

7. A contract for the RA-connection 

8. A fingerprint device connected with the pc 

9. Full control of all output before it can be taken 
outside the CBS-envirement. 
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